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About This Document

In this chapter

® How this documentis organized ......... ...t
® Supported Hardware and Software ...t i,
® What'snew inthisdocument.......... ... ... ...

® DoCUMENt CONVENTIONS . o vttt ettt e e e e i
® Additional Information. . ...t e e
® Getting technical help .. .. .. e

® Document FeedbacK . . ..ot e e e e

How this document is organized

This document contains the following components:

® Chapter 1, “Introducing EZSwitchSetup”, provides basic information about the EZSwitchSetup

interface, including system requirements and installation instructions.

® Chapter 2, “Setting Up Your Switch”, describes how to set up your switch for the first time.
® Chapter 3, “Managing Your Switch”, describes how to monitor and manage your switch using

the EZSwitchSetup Switch Manager.

®* Appendix A, “EZSwitchSetup Limitations”, discusses the limitations of and provides

workarounds for using EZSwitchSetup.
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Supported Hardware and Software

This document supports the following platforms:

Brocade 300 switch

Brocade 4100 switch

Brocade 4900 switch

Brocade 5000 switch

Brocade 5100 switch

Brocade 5300 switch

Brocade 7800 Extension Switch
Brocade 8000 FCoE Switch

In those instances in which procedures or parts of procedures documented here apply to some
switches but not to others, this guide identifies exactly which switches are supported and which are

not.

Although many different software and hardware configurations are tested and supported by
Brocade Communications Systems, Inc., documenting all possible configurations and scenarios is
beyond the scope of this document; however, this document does specify when procedures or
parts of procedures apply only to specific switches.

What's new in this document

viii

The following information was added to this document:

Support for the Brocade 7800 switch.

Provide an option in the EZSwitchSetup wizard to set up IP addresses for other switches.
Provide the ability to enable or disable DHCP when configuring the switch IP address.

EZSwitchSetup Administrator’s Guide
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Document conventions

This section describes text formatting conventions and important notices formats.

Text formatting

The narrative-text formatting conventions that are used in this document are as follows:

bold text Identifies command names
Identifies the names of user-manipulated GUI elements
Identifies keywords and operands
Identifies text to enter at the GUI or CLI

italic text Provides emphasis
Identifies variables
Identifies paths and Internet addresses
Identifies document titles

code text Identifies CLI output
Identifies syntax examples

For readability, command names in the narrative portions of this guide are presented in mixed
lettercase: for example, switchShow. In actual examples, command lettercase is often all
lowercase. Otherwise, this manual specifically notes those cases in which a command is case
sensitive.

Notes, Cautions, and Warnings

The following notices appear in this document.

NOTE

A note provides a tip, emphasizes important information, or provides a reference to related
information.A note provides a tip, guidance or advice, emphasizes important information, or
provides a reference to related information.

ATTENTION
An Attention statement indicates potential damage to hardware or data.

/!\ CAUTION

A

EZSwitchSetup Administ
53-1001344-01

A Caution statement alerts you to situations that can be potentially hazardous to you or cause
damage to hardware, firmware, software, or data.

DANGER

A Danger statement indicates conditions or situations that can be potentially lethal or extremely
hazardous to you. Safety labels are also attached directly to products to warn of these conditions

or situations.
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Key terms

For definitions specific to Brocade and Fibre Channel, see the Brocade Glossary.

For definitions of SAN-specific terms, visit the Storage Networking Industry Association online
dictionary at http;//www.snia.org/education/dictionary.

Additional Information

This section lists additional Brocade and industry-specific documentation that you might find
helpful.

Brocade resources

To get up-to-the-minute information, go to http://my.brocade.com and register at no cost for a user
ID and password.

For practical discussions about SAN design, implementation, and maintenance, you can obtain
Building SANs with Brocade Fabric Switches through:

http://www.amazon.com

For additional Brocade documentation, visit the Brocade SAN Info Center and click the Resource
Library location:

http://www.brocade.com

Release notes are available on the My Brocade web site and are also bundled with the Fabric OS
firmware.

Other industry resources

* White papers, online demos, and data sheets are available through the Brocade Web site at
http://www.brocade.com/products/software.jhtml.

® Best practice guides, white papers, data sheets, and other documentation is available through
the Brocade Partner Web site.

For additional resource information, visit the Technical Committee T11 Web site. This Web site
provides interface standards for high-performance and mass storage applications for Fibre
Channel, storage management, and other applications:

http;//www.t11.org

For information about the Fibre Channel industry, visit the Fibre Channel Industry Association Web
site:

http://www.fibrechannel.org

X EZSwitchSetup Administrator’s Guide
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Getting technical help

Contact your switch support supplier for hardware, firmware, and software support, including
product repairs and part ordering. To expedite your call, have the following information available:

1.

General Information

® Switch model

® Fabric OS version

® Browser and Java Plug-in version

® Error numbers and messages received
® Java console window messages

® Screen shots

® supportSave command output

® Detailed description of the problem, switch or fabric behavior immediately following
problem, and specific questions

® Description of any troubleshooting steps already performed and results
Switch Serial Number

The switch serial number and corresponding bar code are provided on the serial number label,
as shown here:

OO AR
FTOOX0054E9

The serial number label is located as follows:

® Brocade 300, 4100, 4900, 5000, 5100, 5300, 7800, and 8000 switches: On the switch
ID pull-out tab located on the bottom of the port side of the switch.

World Wide Name (WWN)

® Brocade 300, 4100, 4900, 5000, 5100, 5300, 7800, and 8000 switches: On the switch
ID pull-out tab located on the bottom of the port side of the switch.

Document Feedback

Because quality is our first concern at Brocade, we have made every effort to ensure the accuracy
and completeness of this document. However, if you find an error or an omission, or you think that
a topic needs further development, we want to hear from you. Forward your feedback to:

documentation@brocade.com

Provide the title and version number of the document and as much detail as possible about your
comment, including the topic heading and page number and your suggestions for improvement.

EZSwitchSetup Administrator’s Guide Xi
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Introducing EZSwitchSetup

Chapter

In this chapter

® Overview of EZSwitchSetup

® EZSwitchSetup software and hardware requirements

® Supported switches

® Language support for EZSwitchSetup

Overview of EZSwitchSetup

EZSwitchSetup is an easy-to-use graphical user interface application for setting up and managing
your switch. It has the following components:

® EZSwitchSetup wizard (on the installation CD)

® EZSwitchSetup switch configuration wizard

® EZSwitchSetup switch manager

Figure 1 illustrates the high-level workflow of EZSwitchSetup.

] Out-of-Box Basic User Ardvanced User
Experience Experence Expetience
YWiizard
L
EZ Switch Setup
Swritch ® EZSwitchSetup Advanced
Configuration | g Manager YWiab Tools
YWizard

FIGURE 1

EZSwitchSetup Components

Chapter 2, “Setting Up Your Switch,” describes how to use the EZSwitchSetup wizard and Switch
Configuration to set up and configure your switch for the first time. For additional information about
your switch, see the hardware reference manual included on the Brocade Documentation CD,
which ships with the switch.

Chapter 3, “Managing Your Switch,” describes how to use the Switch Manager to monitor and
manage your switch.

NOTE
Although your switch may have advanced capabilities, EZSwitchSetup is for a single-switch fabric

with FC ports only. To configure and manage other features on your switch, use the command line
interface, Web Tools, or DCFM.

EZSwitchSetup Administrator’s Guide 1
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1 EZSwitchSetup software and hardware requirements

EZSwitchSetup software and hardware requirements
You can run EZSwitchSetup on a SAN host computer or you can use a different computer that is not
part of the SAN, such as a laptop.

EZSwitchSetup requires a browser that conforms to HTML version 4.0, JavaScript version 1.0, and
Java Plug-in 1.6.0 or higher. The EZSwitchSetup installation CD automatically installs the correct
Java Runtime Environment (JRE). This does not affect any pre-installed JREs.

EZSwitchSetup is supported on the platforms shown in Table 1.

TABLE 1 Supported platforms

Operating System Browser Java PIug-In1
Linux Red Hat 9 Firefox 2.0 1.6.0
Windows 2003 Server, SP1 Internet Explorer 7.0 1.6.0

Firefox 2.0
Windows XP, SP3 Internet Explorer 7.0 1.6.0

Firefox 2.0

1. Java Plug-in 1.5.0_06 is also supported, although Java Plug-in 1.6.0 is the only version that has been certified
and fully tested with this version of EZSwitchSetup.

The minimum hardware requirements for a Windows system are as follows:

® 90 MB of hard drive space for the EZSS installation directory.

® 256 MB or more RAM for fabrics containing up to 15 switches.

® A minimum of 8 MB of video RAM is also recommended.

® An Ethernet port.

® Aserial (COM) port, if you plan to connect to the serial port on the switch.

Configuring Internet Explorer

Correct operation of EZSwitchSetup Switch Manager with Internet Explorer requires specifying the
appropriate settings for browser refresh frequency and process model. Browser pages should be
refreshed frequently to ensure the correct operation of Switch Manager.

1. Select Tools > Internet Options in the browser.

2. Select the General tab.
3. Select the Settings button under “Browsing history.”
4. Under “Check for newer versions of stored pages,” click Every time | visit the webpage.
5. Click OK to save the changes.
2 EZSwitchSetup Administrator’s Guide
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General |Security' Privacy | Content | Connections || Programs || Advanced

Home page

/? P Temporary Internet Files and History Settings
| 2 ey e

X

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later.

Browsing history %very time I visit the webpage /
very time I start Internet Explorer
Delete tem;
v ,-I and web fol () Automatically
O MNever
earch Disk space to use (3 - 1024MB): 80 &

(Recommended: 50 - 250MB)

[ Change se.
Current location:

C:'\Documents and Settings\plevin'Local Settings\Temparary
Tabs Internet Files),

Change hoy
tabs. [ Move folder... ][ View objects ][ View files

Appearance

0 "
olors
Spedfy how many days Internet Explorer should save the list

of websites you have visited.

Days to keep pages in history: n

[ OK } [ Cancel

FIGURE 2 Configuring Internet Explorer

Supported switches

You can use EZSwitchSetup with the following switches:
® Brocade 300 switch

® Brocade 4100 switch

® Brocade 4900 switch

® Brocade 5000 switch

® Brocade 5100 switch

® Brocade 5300 switch

® Brocade 7800 switch

® Brocade 8000 switch

Your switch must meet the following requirements:

® |t must be connected to an Ethernet LAN that is accessible by the host. If it is not, the system

issues the message “Page not Found.”
® |t must be running Fabric 0OS v6.3.0.

® [t must have licensed ports. If the switch has no licensed FC ports, you must first install a POD

license and then enable the affected ports.

Supported switches

E Check for newer versions of stored pages: | Conflgure your browser to

check for newer versions of
stored pages on every visit to
the page.

® [t must be in a single-switch fabric. If your switch connects to another switch (if there is an
E_Port on the switch), you cannot manage the switch using EZSwitchSetup until you

disconnect the switch connection.

EZSwitchSetup Administrator’s Guide
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1 Language support for EZSwitchSetup

NOTE

If there is an E_Port on the switch and if there is a zone conflict, then the fabric is segmented;
in this case, the switch is in a fabric by itself and EZSwitchSetup treats it as a single-switch
fabric.

You cannot use EZSwitchSetup to manage a switch that has any of the following features enabled:

Virtual Fabrics with non-default logical switches
Access Gateway
User-defined Admin Domains

You can, however, use the EZSwitchSetup wizard to discover the switches and set their IP address.

Language support for EZSwitchSetup

The EZSwitchSetup wizard and the Switch Manager interface display the following languages:

English (default)
Brazilian Portuguese
French

German

Italian

Japanese

Korean

Simplified Chinese
Spanish

Traditional Chinese

When you launch EZSwitchSetup, the interface detects the operating system and language
environment and installs and displays the appropriate language. For example, if you set up the
switch using a German operating system, EZSwitchSetup installs the German language interface
and displays text, messages, and labels in that language.

If localization resources are not fully available in the user host environment, EZSwitchSetup uses
the default language, English.

Regardless of the local language, the following is displayed in English:

User input, which must consist of printable ASCIlI characters
Switch-based information (such as firmware version and switch name)
Some globally accepted industry terms (such as SAN and HBA)

The End User License Agreement (EULA)

System files (such as the summary file, setting file, and log file)

EZSwitchSetup Administrator’s Guide
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Chapter

Setting Up Your Switch 2

In this chapter

® |nstalling and running the EZSwitchSetup wizard. . .................... 5
® Configuringthe switCh. . .. ... i 16
® Zoning selection options. . . ...t e 17
® Connecting devices and completingthesetup....................... 19

Installing and running the EZSwitchSetup wizard

You can run EZSwitchSetup from a computer you are currently using for SAN administration, or you
can use a different computer that is not part of the SAN, such as a laptop. In this chapter, the
computer running EZSwitchSetup is called the setup computer.

The first step in setting up your switch is to install the EZSwitchSetup wizard, which is located on
the EZSwitchSetup installation CD.

1. Insert the EZSwitchSetup CD into the CD-ROM drive of your setup computer.

®* On Windows: The installer will autostart in about a minute.
® On Linux: Navigate to the following path location on the CD-ROM:
<CD-ROM Path>/CDROM_Installers/Linux/Disk1/InstData/VM/install.bin

2. Install EZSwitchSetup following the onscreen directions.
Installation will take a few minutes after you click OK.

3. Click Done on the last screen (shown in Figure 3) to exit the installer.

EZSwitchSetup Administrator’s Guide 5
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2 Installing and running the EZSwitchSetup wizard

2 EZSwitchSetup

tongramlaﬁons! EZSwitchSetup has been successfully installed to:

C:'Program Files\EZSwitchSetup

Press "Done” to quit the installer,

Cancel Previous

FIGURE 3 EZSwitchSetup Installer
On Windows, EZSwitchSetup starts automatically after it is installed. If it does not, see
“Launching the EZSwitchSetup wizard” to launch the wizard manually.

On Linux, follow the procedure “Launching the EZSwitchSetup wizard” to launch the wizard.

Launching the EZSwitchSetup wizard

1. Perform the following, depending on your operating system:

®* On Windows: EZSwitchSetup starts automatically after it is installed. If it does not, then
from the Start menu, select Programs > EZSwitchSetup > EZSwitchSetup

® On Linux: EZSwitchSetup does not start automatically, so you have to start it manually.

ATTENTION
The Linux installation requires root access.

The EZSwitchSetup wizard starts, as shown in Figure 4.

6 EZSwitchSetup Administrator’s Guide
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Installing and running the EZSwitchSetup wizard 2

it EZSwitchSetup 10l =|

Steps

Introduction

Introduction
Welcome to EZ SwitchSetup.

Assign IP Address
£ There are two parts to setting up your switch.

- Connect Cables

1. Assigning an IP address to the switch

- Discover Switch 2. Logging into the switch and configuring basic parameters
To begin, select a method for assigning the switch's IP address:

- Confirm IP Address

- Continue Con ation? =& an Ethernet connection to the on the same sub-net as the switc
Continue Configuration? u Ethernet ction to the LAN on th b-net as the switch
() Use a Serial cable to connect directly to the switch

Once you assign an IP address to the switch, you can continue setting up your switch in
the =econd part: Configure the Switch.

About Help Cancel Next b

FIGURE 4 EZSwitchSetup introduction screen

Connecting cables

1. Choose the method of connecting to your LAN.

You have the choice of using a serial connection or an Ethernet connection to your LAN to set
the IP address for the switch. The Ethernet connection is generally more convenient and
preferred. Use the serial connection if it is not possible or not convenient to connect the host
on the same subnet as the switch.

2. Click Next.

The Connect Cables screen is displayed (Figure 5).

EZSwitchSetup Administrator’s Guide
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2

Installing and running the EZSwitchSetup wizard

i EzswitchSetup

Steps

=10l x|

Connect Cables

Introduction
Assign IP Address
- Connect Cables
- Discover Switch
- Confirm IP Address

- Continue Configuration?

Connect the switch

-To a power source using the power cord
-To the LAN using an Ethernet cable

Connect the setup computer

-To the LAN on the same subnet as the switch, using an Ethernet cable

Ethernet

Wait at least 2 minutes to ensure that the switch is powered on. Make sure that both the
System Status and Power LED= are green. Alzo, make sure that Link Activity LED of
Ethernet Port iz blinking and its status LED is green, then click Next.

Help | LCancel |

<] Previous |

Next b

FIGURE 5

Connect Cables screen (Ethernet version, without serial cable)

Figure 6 on page 9 shows the cables connecting to the Brocade Fibre Channel switch, setup
computer, Ethernet hub or switch, and network.

NOTE

Not all switches have their serial and Ethernet connectors in the same place as in Figure 6.
Refer to the hardware documentation to determine the correct placement of the serial and

Ethernet connections.

EZSwitchSetup Administrator’s Guide
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Installing and running the EZSwitchSetup wizard 2

(6)
O
1  Brocade switch 5  Setup computer
2  Power cable 6  Ethernet cable from hub to Brocade switch
3 Ethernet hub or switch 7 Ethernet cable from setup computer to Ethernet hub or switch
4 Serial cable

FIGURE 6 Cable connections

Connect the power cord to the switch and plug in to a power source.

The switch power and status LEDs display amber and then change to green, which usually
takes from one to three minutes. See your switch hardware manual for the location of the
LEDs.

Connect an Ethernet cable from the Brocade switch to the LAN you want to use for your
management connection through an Ethernet hub or switch. If you chose to use your Ethernet
connection for Set up in step 1, this is the connection you will use. If you chose the serial cable
connection in step 1, you should still connect the Ethernet cable so the Ethernet connection
will be available when you start the EZSwitchSetup manager.

If you are using a serial connection for set up, connect your setup computer to the serial port
on the switch, using the serial cable shipped with the switch. If you cannot locate the serial
cable that came with the switch, you will need to find one that has the appropriate connectors.
Do not use a null-modem cable. The serial connection settings are as follows.

® Bits per second: 9600

* Databits: 8

® Parity: none

® Stop bits: 1

®* Flow control: none
Click Next.

EZSwitchSetup attempts to discover the switch. If your switch discovery fails, see Table 2 on
page 15 for details on how to recover your switch.

If you are using the serial connection, the Set Switch IP Address screen is displayed, and you
can go to step 5. You can now remove the serial cable from the switch, but keep it available in
case you lose your network connection, and need to revise any of the information you entered.



2 Installing and running the EZSwitchSetup wizard

If you are using an Ethernet LAN connection, a Discover Switch screen is displayed (Figure 7).
Go on to “Discovering the switch.”.

i EZSwitchSetup o[]S

Steps

Discover Switch

Introduction

Assign IP Address Select the first five bytes from the dropdown that matches the WWN of your switch and
enter the remaining three bytes in the text field. To learn more about WWHN click Help.

- Connect Cables

- Discover Switch

Select first 5 bytes Enter last 3 bytes
- Confirm IP Address A A
- Continue Configuration? Switch Wy 10:00:00:60:69: w |10:23:4E-

if the wizard iz running on the computer connected to the same sub-net as that of

@ The wizard will try to dizcover the switch based on WWHN. |t will be successful only
the switch.

Help Cancel <] Previous Next b

FIGURE 7 First Discover Switch screen

Discovering the switch

1. Locate the WWN for your switch.

® Brocade 300, 4100, 4900, 5000, 5100, 5300, 7800, and 8000 switches: Look on the
switch ID pull-out tab located on the bottom of the port side of the switch.

2. From the Switch WWN list (Figure 7), choose the switch’s WWN prefix numbers and then enter
the last six alphanumeric digits of your switch’s WWN. Each two alphanumeric digits must be
separated by a colon.

3. Click Next.

When EZSwitchSetup discovers the switch, it displays the discovered IP addresses (IPv4 and
IPvB) on the screen (Figure 8).

If you are setting up the switch for the first time, the IP addresses are placeholder addresses
that were assigned at the factory and you must provide valid addresses.

10 EZSwitchSetup Administrator’s Guide
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Installing and running the EZSwitchSetup wizard 2

il EZSwitchSetup

Steps . .
Discover Switch
Introduction
Assign IP Address
Following is the IP address configuration of the switch
- Connect Cahles
; B Wiarldd Wide Mame 10:00:00:05:1 E:02: 2k 24
- Discover Switch
P4 Address 10777777
- Bet Bwitch [P Address P4 Subnet Mazk 2552552550
P4 Default Gateweay 0000
- Confirm IF Address
IPVE Address
- Contite Configuration? DHCP off
This address configuration is not valid for the subnet where the switch is
connected. You have the following options:
(O] Manually assign a new static IP address
IPv4 and IPvE addresses may both be set, but an IPvE address will not be tested
during setup unless IPv4 connectivity fails.
L] Automatically obtain a valid IPv4 address
Select only if & DHCP server is available on your network.
This may take up to 2 minutes.
Help Cancel q Previous et 3

FIGURE 8 Second Discover Switch screen

4. Select an option for assigning the IP address and click Next. The options vary depending on the
configuration of your switch:

® Keep the current switch IP configuration.

This option is available only if EZSwitchSetup detected a valid IP address. Skip to
“Confirming IP addresses” on page 13.

® Manually assign a new static IP address.

If you select this option and click Next, the Set Switch IP Address screen is displayed
(Figure 9). Continue with step 5 to enter the IP address.

® Automatically obtain a valid IPv4 address.

Select this option only if a DHCP server is available on your network. When you click Next,
an IP address is automatically obtained from the DHCP server and the Confirm IP Address
screen is displayed. Skip to “Confirming IP addresses” on page 13.

EZSwitchSetup Administrator’s Guide
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il EZSwitchSetup

Steps
Introduction
Assign IP Address
- Connect Cahles
- Discover Switch
- Set Switch IP Address
- Confirm IF Address

- Contite Configuration?

Set Switch IP Address

You are setting the IP Address of the switch with the World Wide

Name 10:00:00:05:1E:02:2h:24

IPvd address values are required for all fields and will be checked for validity.

An IPvE address may be set or modified if your network supports it, and will be sccepted
by the switch if the syntax is valid. Mote: & pre-existing IPvE address may be modified but
not remaoved. & blank field will be interpreted as "no change” to the existing IPvE address.

Enter the network configuration val

4

and click Next.

IPY4 Address [ 10.

ECE

IP%4 Subnet Mask |

255,255 255, 0

P4 Defautt Gateway | o o0
IPYVE Address [ [ 4]0 | tpretixy
It may take up to 2 minutes to complete this step.
Help Cancel q Previous et 2
FIGURE9  Set Switch IP Address screen

5. Beginning at this step, the steps are the same for both serial and Ethernet connections. If you
are setting up the switch for the first time, the addresses shown are not valid. If you click Next
with these addresses in place, EZSwitchSetup returns an error screen.

To set up IPv4 addresses, edit the address information on the Set Switch IP Address screen to
create static addresses appropriate for your LAN connection.

To set up IPv6 addresses, enter the IPv6 address and prefix in the spaces provided.

6. Click Next.

EZSwitchSetup attempts to log in using default credentials. If you have already changed your
admin password, you will be prompted to enter your new password.

7. Go on to “Confirming IP addresses” on page 13.

EZSwitchSetup Administrator’s Guide
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Confirming IP addresses

The Confirm IP Address screen (Figure 10) is displayed after you have assigned IP addresses, using
either a serial connection or an Ethernet connection.

1. Check the displayed addresses carefully to be sure they are correct.

il EZSwitchSetup

Steps .
Confirm IP Address
Introduction
You have chosen to keep the existing IP address of the switch. If you
Assion [P Address wish to change it, click Previous.

The switch can now be reached at this IP address through the network.
- Connect Cahles
. . Wiarlc Wyice M A0:00:00:05:1E:02: 2h: 24
- Discover Switch o = rame

P4 Address 10321591155

- Confirm IP Address P4 Subnet Mask 255.255.240.0

Contine Conf tion? P4 Default Gateweay 10321441
IPVE Address feclB0:69be: 58: 2051 eff. fe02: 2h24/54

DHCP Off

Help Cancel q Previous et 2

FIGURE 10 EZSwitchSetup Confirm IP Address

2. Click Next to confirm the addresses.
The Continue Configuration? screen is displayed (Figure 11).
3. Select one of the following continuation options:

® Continue setting up your target switch with EZManager

Select this option if you intend to use EZSwitchSetup Manager as your primary
management program for this switch.

* Discover another switch on the same subnet for IP assignment only
Select this option to discover another switch and set the IP address.

If you select this option, EZSwitchSetup Manager will not be the default management tool
for this current target switch. To set up EZSwitchSetup Manager as the management tool

for this switch, you must discover it again with EZSwitchSetup and select the first
continuation option.

EZSwitchSetup Administrator’s Guide
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2 Installing and running the EZSwitchSetup wizard

* Exit EZSwitchSetup

Select this option if you want to use EZSwitchSetup as an IP configuration tool, but do not

want to use EZSwitchSetup Manager as a management tool for the switch.

il EZSwitchSetup

Steps
Introduction
Assign IP Address
- Connect Cahles
- Discover Switch
- 3et Switch TP Address
- Confirm IF Address

- Continue Configuration?

Continue Configuration?

Select one of the i i i ti

@) Continue setting up your target switch with EZM:

This option will enable and launch a simplified management interface on your switch
and guide you through some basic setup tasks.

Loading the configuration wizard may take up to 2 minutes.
i) Discover another switch on the same subnet for IP assignment onhy

‘Warning: This option will not launch or enable EZManager on your current switch;
howveser, you can manage it later via YWehTools or the Command Line Interface (CLID.

) Exit EZSwitchSetup (Advanced Users Only)

| wyill manage this switch using WebTools or CLI

Help Continue

FIGURE 11

Continue Configuration screen

4. Click Continue.

One of the following happens, depending on the continuation option you selected:

14

If you selected Continue setting up your target switch with EZManager, a dialog box
displays warning you that EZSwitchSetup supports only single switch fabrics. Click OK to
start the EZSwitchSetup Manager.

A browser window opens and loads, and the Switch Configuration Welcome screen is
displayed (Figure 12). This may take a few minutes.

If the configuration wizard does not launch, you must launch it manually by specifying the
URL in a browser:

http://<switch-ip>

If the switch discovery fails, see “Switch discovery failure” on page 15 for details on how to
recover your switch.

If you selected Discover another switch on the same subnet for IP assignment only, the
Discover Switch screen displays (Figure 7 on page 10). Go to “Discovering the switch” on
page 10 and provide the WWN for the next switch.

If you selected Exit EZSwitchSetup, the wizard closes.

EZSwitchSetup Administrator’s Guide
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Switch discovery failure

During the setup of your switch, the switch discovery may fail. There may be several reasons why
switch discovery fails. Table 2 lists symptoms and related suggestions to recover the switch.

TABLE 2 Discovery recovery

Symptom

Correction

For serial connections:

The setup computer COM port is busy.

The port is being controlled by another communications program.
Stop all other third-party communications programs.

The port settings are in conflict with another device. Check your
IRQ settings.

On Windows systems:

By default, COM1 and COM3 use IRQ4, while COM2 and COM4
use IRQ3. If another device is sharing the IRQ of the port, you
need to change the IRQ of the conflicting device. Hardware
conflicts can also occur with the 1/0 address of the COM port. The
8514a video chip or its clones (S3 chip set) on some video cards
create a conflict with COM4 because they use the same address
of 02E8.

The switch does not respond to
commands during a serial connection.

The serial cable may not be connected properly between the
setup computer and the switch. Check the serial cable to ensure
they are secured.

The switch does not power up.

Verify that the switch’s power cable is securely plugged into a
proper outlet and that the switch’s power button is turned on.

The switch’s serial adapter does not

Verify that the cable is good by replacing the cable or trying it on

work. another known working device.
If the cable is good, then call your support provider for further
instructions.
For Ethernet connections:

The WWN is not entered correctly.

Verify that the WWN is correct.

The target switch is not on the same
subnet as the host.

Connect the host to the same subnet as the target switch. If it is
not possible or convenient to do so, use the serial connection to
set the IP address.

The target switch has no IP address
instead of the factory default
10.77.77.77.

Use the serial connection to set the IP address.

You have requested automatic address
assignment in an environment where a
DHCP server is not available.

Use the serial connection to set a reachable address.

EZSwitchSetup Administrator’s Guide
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Configuring the switch

The configuration wizard steps you through the process of changing your administrative password
and zoning. You begin at the Welcome to Switch Configuration screen (Figure 12).

i E2switchSetup =] E3

- ' Welcome to Switch Configuration
Switch Configuration

This wizard will guide you as you configure your switch. Click Next to begin.
1. Set Parameters
2. Select Zoning
3. Specify Devices

4. Configure Poris
and Connect Devices

5. Finish

FIGURE12 Switch configuration welcome screen

1. Click Next to begin.

The Set Parameters screen is displayed.

# EZSwitchSetup M= E3
‘<
Stops b

Set Parameters

Switch Configuration

The default user name of this account is "admin”.lf you are setting up the switch for

1. Set Parameters the first time, you must change the password for the admin account.

2. Select Zoning *IMPORTANT" Save the new admin account password in a safe place, it will be
required to update account settings in the future.

3. Specify Devices

4. Configure Ports New Password
and Connect Devices
Fie-enter Mew Password
5. Finish
You can also change the switch name and time If you wish.
Swilch Name WIT_Tomsharwk
Switch Time Wun 20,2008 W |m 25 06 Ec/GMT+0
P Address 103552153
Sulbnet Mask 2552552400
Detfaut Cateway 1035481
Firmware Version vE.1 DEMC_Test

Help Cancel

1 previous et b

FIGURE 13 EZSwitchSetup Setup Parameters

EZSwitchSetup Administrator’s Guide
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Setting switch parameters

1. Follow the onscreen directions to set a new admin password for the switch. Make sure to
record your password and keep it in a secure location for future reference.

2. Optional: Enter a new name for the switch and set the correct date and time.

3. Click Next. The Select Zoning screen is displayed.

NOTE
For the Brocade 8000, if you do not have a Ports on Demand license, none of the ports are

usable, so the wizard displays a message and exits. You must add the Ports on Demand
license using the EZSwitchSetup Switch Manager or the command line interface.

Zoning selection options

The next step in configuring your switch is to select zoning. There are three choices:

* Typical Zoning creates a port based zoning scheme based on the connections made on the
Configure Ports and Connect Devices screen (Figure 16). This zoning scheme creates a two
member zone for every possible pairing of H and S ports connected on the Configure Ports and
Connect Devices screen. This ensures that any host device connected to an H port is able to
communicate with any storage device connected to an S port.

NOTE
If you have dual-capable devices that are configured to function both as initiators and targets,

they are recognized as targets by EZSwitchSetup and are rejected if attached to a host port in
Typical Zoning mode. If you want to zone such a device as an initiator and cannot turn off
target mode, you cannot use Typical Zoning. You must use Custom Zoning instead, and ensure
that there is at least one initiator attached to the switch.

® Custom Zoning allows you to customize which initiators access which targets, and creates a
device-based zoning scheme based on your choices. The HBAs and storage devices should
already be connected to the switch. Custom Zoning provides a device accessibility matrix for
you to modify; it then automatically creates zones based on that matrix. Custom Zoning
supports only single-switch fabrics. If you select this option, when you click Next, the wizard
closes and the EZSwitchSetup Switch Manager application opens.

® Advanced Zoning allows you complete customization of your zoning and should be used if you
are familiar with zoning and zoning practices. If you select this option, when you click Next, the
wizard closes and the Advanced Management application (Web Tools) opens. For specific
information about using Web Tools for zoning, see the Web Tools Administrator’s Guide.

EZSwitchSetup Administrator’s Guide 17
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& EZSwitchSetup [S[= E3

Steps

]
3 .
Select Zoning
Switch Configuration
Zone configuration specifies which devices connected to the switch can communicate
1. Set Parameters with each other. To learn more about zoning options, click Help.

® T ol I Recommended) Lises preset zones for & switch, best sulted for a basic SAN
2. Select Zoning I - " b
3. Specify Devices Custom Toning Alows you to customize Toning for & single $witch using & device sccessiaty matrix

4. Conf Ports Advanced Zoning AROWS you to cusiomize Toning for & more complex Tabric,

and Connect Devices

5. Finish

el Cancel 1 previous Pt b

FIGURE14 Select Zoning wizard

Typical Zoning is the default and the following procedure directs you to select Typical Zoning. When
you select Typical Zoning, the wizard automatically configures the zones for you and shows you
how to connect the devices to the switch. You can change the zoning configuration later, as
described in “Zoning management” on page 42.

Configuring zones on the switch

1.

On the Select Zoning wizard, select Typical Zoning.

If you want to use one of the other zone settings, see “Editing the zoning configuration” on
page 43 for instructions on configuring Custom zoning; see the Web Tools Administrator’s
Guide for information on Advanced zoning.

Click Next.

The Specify Devices screen is displayed.

Specifying devices

On the Specify Devices screen (Figure 15), do the following.

1.

Enter the number of HBA connections that you want to attach to the switch. Be sure to include
existing HBA connections, and any additional HBA connections you plan to make in the current
setup session. You can change this setting later if you want to add or remove HBA connections.

Enter the number of storage connections you want to attach to the switch. Be sure to include
existing storage connections, and any additional storage connections you plan to make in the
current setup session.You can change this setting later if you want to add or remove storage
connections.

EZSwitchSetup Administrator’s Guide
53-1001344-01
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EZSwitchSetup uses these values to verify that all your current and planned devices are
properly connected for the zoning scheme that will be created. Note that Typical zoning
ensures that every connected host device will be able to communicate with every connected
storage device.

3. Click Next. The Connect Devices screen is displayed (Figure 16 on page 20).

it EZSwitchSetup

4
SReps L]
= Specify Devices
Switch Configuration
Select the number of HBA and storage connections you are attaching to the switch.
Make sure the devices are p d on and have appropriate drivers installed. Click
Next to continue.

1. Set Parameters

2. Select Zoning
Total Number of HBA Connections 3 -

3. Specify Devices Total Number of Storage Connections 1 -
4. Configure Ports
and Connect Devices

5. Finish

Help Cancel 1 Previcus Hext b

FIGURE 15 Specify Devices screen

Connecting devices and completing the setup

The final step in the switch configuration is to connect your devices to the switch in a way that
matches a configured array of connection reservations (HBA or Storage) on the ports. In the
interactive switch graphic that is displayed on the Configure Ports and Connect Devices screen,
these connection reservations are shown by the letters H or S against a blue or green background
on the ports, and will automatically match the types of the devices that have already been
connected, with existing connections shown as green lines that connect the ports with icons
representing the devices. If you have indicated on the previous screen that you intend to connect
more devices, connection reservations of matching types will also have been made for your
planned devices, with dotted blue lines to show you where these devices should be attached.
Finally, as you actually attach the new devices, the dotted blue lines will change to solid green (for
correctly attached devices), or to solid red (when devices are attached at ports with non-matching
reservations). When a red line appears, the mismatch may be corrected either by moving the
device to a different port as suggested by a dotted blue line for a device of that type, or else by
changing the reservation type of the port where the device is currently connected by clicking on the
porticon. In either case, the solid red and dotted blue line should both disappear, and be replaced
by a single solid green line to indicate the correct connection. For connected devices you can also
view details of the device by hovering your cursor over the host or storage icon.

The Next button for this screen is not enabled until all non-matching or missing connection issues
(indicated by solid red and/or dotted blue lines) have been resolved.

EZSwitchSetup Administrator’s Guide 19
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Connecting devices and completing the setup

If you change your mind about the number of devices you want to connect, you can click the
Previous button and adjust the values you have selected in the dropdown device type lists on the
Specify Devices screen. You must always select at least as many devices of each type as have
actually been connected, and you must also connect as many devices of each type as you have
selected. On the Configure Ports and Connect Devices screen you may also pre-reserve some
additional currently unoccupied ports for future HBA or Storage connections. These additional
reservations are also reflected in the zoning scheme, and are shown on the Display Devices screen
in the EZManager application to remind you where these additional devices can be connected. The
default reservation type is HBA.

' Configure Ports and Connect Devices

Switch Configuratian
Pur contgurstion help
1. Set Purameters Typical Zoning reserves centain ports on the switch for starage conections and the rest for host (HBA)
conmections.
2. Select Zoning -To change a port assignment, click the port in the diagram belaw,
- To go back 1o the default configuration for Typical Zoning, click Restore Defaalt,
1. Spocity Durvicos e e

4. Configure Forts All devices have been connected. Click Next 1o continue.
and Conneet Devices

Coerect Devices

5. Finksh

Pestors Duft

e Garcel 1 previsss et b

FIGURE16 Configure Ports and Connect Devices screen

When you click Next on the Configure Ports and Connect Devices screen, if Typical Zoning is used,
the final set of connection reservations shown on the screen is translated internally into a zoning
scheme that ensures that every correctly connected host device can communicate separately with
every correctly connected storage device. If this is not what you want (for example, if you want to
partition your devices so that each HBA can communicate with some storage devices but not
others), then you should re-run the Setup wizard and select Custom Zoning or Advanced Zoning
instead of Typical Zoning.

Use the following procedure to make the physical connections.

1. Install the small form factor pluggable (SFP) transceivers in the Fibre Channel ports shown
onscreen. (See Figure 17 on page 21).

a. Remove any protector plugs from the SFP transceivers to be used.

b. Position and insert each SFP transceiver as required (right side up in the top row of ports
and upside down in the bottom row of ports) until it is firmly seated.

c. Close the latching bale.

EZSwitchSetup Administrator’s Guide
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Connecting devices and completing the setup

Position SFP and insert until firmly seated

Close the latching bale

3
4

Brocade switch

1
2

Open the SFP bale

Installing SFPs

FIGURE 17

2. Connect Fibre Channel cables from the switch to your host and storage devices. Ensure that

the physical connections are exactly as indicated on the Configure Ports and Connect Devices

screen.

Remove any plastic protectors from the Fibre Channel cable ends, and position the cable

connector so that it is oriented correctly.

a.

Insert the cable connector into the SFP until it is firmly seated and the latching mechanism

clicks.

b.

21
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2

The Configure Ports and Connect Devices screen provides visual feedback as you cable

the switch. A green line indicates that the connection is correct, a red line indicates an

invalid connection, and a blue line indicates a missing connection.

Brocade switch

3

Position the Fibre Channel cable
Install the Fibre Channel cable

1
2

Installing Fibre Channel Cable to an SFP

FIGURE 18

3. Verify that the connections displayed on the Configure Ports and Connect Devices screen are

all green.
4. Click Next.

The Finish screen is displayed.

EZSwitchSetup Administrator’s Guide
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EZswitchSetup

Steps

Switeh Configuration

1. Set Parameters

L
' Finish

Connecting devices and completing the setup

=T

You have completed the switch setup and the switch is ready to

use as igured. To print a y of the settings, click Print.
2. Select Zonin "
& Parameter Setting
3. Spegif‘\‘ Devices Switch Name FCIP-84-5W
IP Agdress 10.32.150.84
4. Configure Ports e e
net as! SRR
and Connect Devices :
Defautt Gateway 10.32.144.1
5. Finish
This switch is configured with Typical Zoning.
Number of current HBA connections 1
Number of current storage connections 1
Additional poris reserved for HBA connections 12
Additional poris reserved for storage connections 2
Help | Print | < Previous ‘ Finish

FIGURE19 EZSwitchSetup Configuration Finish screen

5. Click Finish to complete the switch setup.

You are now ready to configure the storage component of the SAN using the documentation

that came with the storage server.

2

If you want to monitor the switch, then you need to launch the EZSwitchSetup Switch Manager.

See Chapter 3, “Managing Your Switch” for instructions on using this interface.

EZSwitchSetup Administrator’s Guide
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Switch manager overview

The EZSwitchSetup Switch Manager is a simplified version of Web Tools. It streamlines switch
management by providing an easy-to-use subset of basic switch management tasks.

You can use the EZSwitchSetup Switch Manager to do the following:

®*  Monitor the switch, including port and field replacable unit (FRU) status
®* Manage custom zoning

® Perform basic switch configurations

® Add Ports On Demand (POD)

The Switch Manager works for a single-switch fabric only. It displays only the switch and associated
tasks, without fabric information.

Figure 20 shows an example of the initial Switch Manager screen. The window appearance may
vary depending on the switch model. The following sections describe the components of the
screen.

EZSwitchSetup Administrator’s Guide 25
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HEWT_Tomahawk - Switch Manages

[Lman VA A I A=
LT _s\-ﬂmm &
View
Setup
Add Port Licenses
Devices
Vi
Displey Conmections Poet informalion, Swich Iicematon %
loduly Allse Poet Wformation | Sctch boemetnn
D Bxont [ Cony
i ] Last Updated of Fril Jun 20 2008 00 2213 GMT«00000
View - Switch
e Z’.”; Pl
Validate Frovwnte 6.1 DEMIC_Test
Lo b tr i B0 ) Dv:wmo fnmmoswoesm..
[rove— e o
Refresh Seate Crien
Ethern #
Aavinced Missgmant Ethernet B 10,35 52153
Log Out Etherne Mazk 52552400
Caewn v 1035489
= FC
FCP o000
FC M & o000
A IS Host 103552153 p Liser: aden nwml
1  Task panel 3A  Progress indicator
2  Content Page 3B User name, IP address, and user role

3  Status bar

FIGURE20 EZSwitchSetup Switch Manager Components

Task panel

The left pane of the Switch Manager is the task panel, which displays all tasks. The tasks are
categorized by Switch, Devices, Zoning, and Miscellaneous.

The Switch tasks enable you to view the port information or switch information, enter into switch
setup, or add enable port licenses.

The Devices tasks enable you to view the devices attached to the switch, display the device
connections, and modify a device alias.

The Zoning tasks enable you to view the zoning on the device, edit the zoning, validate the zoning,
or restore the default fixed zoning.

The Miscellaneous tasks include refreshing the onscreen data, advanced management of the
switch, and logging out.

The switch’s Port Information page is shown by default when Switch Manager launches.

EZSwitchSetup Administrator’s Guide
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Switch View

The Switch View displays the switch and status buttons across the top. The status buttons enable
access to each element listed.

Click the refresh icon under the Miscellaneous Tasks to update the information on the screen with
the current switch information. The display refreshes automatically each time you click a different
task in the task panel.

Content page

When you click an item in the task panel, the content for that item displays in the right pane of the
window. A content page may contain tabs, display information, launch a wizard, or display a dialog.
Figure 21 shows the information displayed from the Port Information tab, and shows a shortcut
menu that provides copy and export functions.

Part infarmation, Switch Infarmatian
" Portinformetion © Swich information |

Humber < Mame | Starie Typs !Hc.ﬂh _Lil:cr-sl:d!

(1] a_Sync LIPort Urmaritared R

1 g _hadue -Peet Urmariiared ‘fes

2 Na_Light U-Poet Urmaritared Yes | Capy ez

3 Oriine F-Fart Urmaritared Ves | = ':;:l.m:.ﬁ'o'.r.r m
4 Orline L-Part Urmaritared es =

5 Ha_taaduis LLEont Urmaritared Yes | D Gopy Takl

& Orfine L-Fart Urmaritared ves B ExportRow

T Ma_Light Ll-Proet Urmaritared es B Expart Table

B Oriine F-Part Urmaritared Ves | H e

a o _tdadubs LIPoat Urmaritared Ve —
10 Fa_Madule 1Pt Urmaritared Vit Salact A1 [
i1 too_Idadubs LI-Poet Urmaniared Ves Size Al Columns To Fit

12 la_Madule LBt Urmaritared Ves 4 2

13 Na_laduls Ll Poet Urmaritared Yes L [ Eumiomis.

i4 Na_laduis UPeet Urmaritared fes Total Row Count: 16

15 oo _Idodubs Pt Urmaritared Ve

FIGURE21 Content page, Port Information tab

NOTE
You must accept the Brocade Certificate at the beginning of the login to EZSwitch Manager to enable
the functionality of Export and Copy.

® Click Export Row or Export Table to save the information to a tab-delimited text file.

® Click Copy ‘text’, Copy Row or Copy Table to copy the contents of the table in tab-delimited text
format that can be pasted into a spreadsheet. Copy ‘text’ copies only the contents of the cell
where the mouse is clicked, Copy Row copies the entire row, and Copy Table copies the entire
table.

® Click Search to search for a specific text string in the table.

Type a text string in the box that displays on the table, and press Enter. This is an incremental
search and allows 24 maximum characters including the wildcard characters: question mark
(?) and asterisk (*). The first row containing the text string is highlighted. To find the next
match, press the down arrow. To find the previous match, press the up arrow.

If the text is not found in the table, the text turns red.
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Status bar

The status bar, at the bottom of the window, is divided into the following sections:

Progress indicator

This is on the left side of the status bar. When Switch Manager is sending data to or retrieving
data from the switch, this indicator is animated.

User name and IP address

The right side of the status bar displays your user name, role, and the IP address of the switch
to which you are connected.

Launching the EZSwitchSetup Switch Manager

You can launch Switch Manager on any workstation with a compatible Web browser installed. For a
list of compatible web browsers, see Table 1 on page 2. Switch Manager also supports the HTTPS
protocol, if that protocol is enabled for the switch. For more information on enabling the HTTPS
protocol on your switch, see the Fabric OS Administrator’s Guide.

28

1.

Launch a Web browser and type the IP address of the switch in the Address field:
http://10.77.77.77

or

https://10.77.77.77

Press Enter.

A Java Web Start dialog box is displayed, showing the download progress.

Downloading application.

Mane: wek_steath155 | EZManager
Publisher: 6.2.0

From: hitp://10.32,151.155

If this is the first time the application has been started, a Warning - Security dialog box is also
displayed.

The application's digital signature has been verified. (4
Do you want to run the application? =]

Mame: wit_stealthis5 : ETManager

Publisher: Erocade Commurications Systems, Inc,

From: Hitpef10.32.151.155

AU I Cancel
9 Thie digital signalurs has besn walidated by & teusted sourca. ara Irformation. .

If the Warning - Security dialog box is displayed, select Always trust content from this publisher
and click Run.
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Launching the EZSwitchSetup Switch Manager 3

The Login dialog box is displayed. If there are other applications open when EZSwitchSetup
manager launches, the login dialog may be hidden. To view the login dialog, press Alt+Tab.

Please Login

Please enter user name and password.

Resource 1032131153

User hame | |

Password | |

oK Cancel

Logging in

When you log in, the EZSwitchSetup Switch Manager interface is launched if the switch is set up
and configured with EZSwitchSetup. If not, Web Tools is launched.

Switch Manager supports only single-switch fabrics. If your switch is connected to another switch
Switch Manager displays a message and exits. You must disconnect the switch from all other
switches and relaunch EZSwitchSetup Switch Manager.

1. Type your user name.
2. Type the password.
3. Click OK.

A Switch Manager session is established, and the Switch View is displayed (Figure 22).

Switch Manager sessions

’

A session is defined as the connection between the Switch Manager client and its managed switch.
A session is established when you log in to a switch through EZSwitchSetup. A session remains in

effect until one of the following happens:

®* You log out.

® The session times out due to inactivity.

Logging out

You can end your Switch Manager session either by selecting Log Out in the Miscellaneous area of

the task panel, or by closing the browser window. All windows belonging to the session are
invalidated (after a short delay they become greyed out and unusable, but you must close them
manually), and the session is terminated.
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Viewing switch information

Viewing switch information

30

Using EZSwitchSetup Switch Manager, you can view the following;:
® Switch status, including port status.

®* Temperature, fan, and power supply status.

® HBA and storage connections to the switch.

* Information about devices connected to the switch.

® Accessibility between HBAs and storage.

Perform the following steps to view switch information

1. Click View in the task panel under Switch.

2. Click the Switch Information tab to display the Switch View.

Figure 22 displays the Switch View for a Brocade 200E switch.

5 WT_Temahawk - Switch Manager

Tosks W Fon| o Temp| o Power | | 1= Lege

Swach View

Switch
Wiew

Sefup

Eruabiln Inective Ports

Devices

View

Display Conmeetsns
Modiy Allas

Port information, Switch Pcemation
Port ndoemation | Swich ngemation

g B eport & core ||
Lt Updabed o Fri Jun 20 2008 002213 GMT +0000
Wiew Switch

WI_T
o MName _Tomahark

ot Hestig
Validate Frrware 51 CEMC_Test
Domain © 2
Restore Default Typieal Zoning
b 0000 D005 10885 &b
Type M2
Mot ek Princial
p— Sate Crine
- Ethermot
Tt Mg Ettwered 103552153
Log Out Ethernet Mak IS5 100

Gatmway 1035481
- FC

FCP 0000

FiC Mask o000

Host 103552153 | User: dean | Roke: admin |

FIGURE22 Graphical View of Switch

The Switch View is a real-time view of switch and port status. The display is updated approximately
once every 15 seconds. From the display you can determine the following:

®* Fan status

® Temperature status

®* Power supply status

® Status and type of each port

The Fan, Temp, and Power buttons indicate overall status as follows:
® Green circle (healthy)

® Yellow triangle (marginal)

® Red diamond (critical)

®* Black and yellow striped square (unmonitored)

EZSwitchSetup Administrator’s Guide
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Viewing switch information 3

Viewing the status indicator legend

To view the legend for the status indicators, click the Legend button.

The legend view opens. Figure 23 shows the status indicators that can appear on the fan,
temperature, or power supply button.

D Healthy

ﬁ Marginal

& critical
Unmonitored

Clo=e

FIGURE23 Fan, temperature, and power supply legend

Viewing fan, temperature, and power supply status

To view fan, temperature, or power supply status, click the Fan, Temp, or Power button.

Figure 24 shows the Fan view. The fan view shows the number of Fans and their operating state.

X
Number  |State |Speed |
1 ok 5958
2 ok 7105
FIGURE24 Fan status
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3 Viewing switch information

Figure 25 shows the Temperature view. The temperature view displays the number of temperature
sensors, their status, and the temperature in both Celsius and Fahrenheit.

i~ Temperature il
Mumber |State |Centigrade |Fahrenhe'rt |
1 Ok 43 108
1 Ok 24 75
2 Ok 21 69
3 Ok £ 25

FIGURE25 Temperature status

Figure 26 shows the Power Supply view. The power supply view displays the number of power
supplies in the switch and their status.

<% Power Supply il
Number State

2 0K

1 QK

FIGURE26 Power supply status
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Viewing switch information 3

Port status

The Switch View displays port graphics with blinking LEDs, simulating the physical appearance of
the ports. One or two LEDs are associated with each port, depending on the switch model: one of
the LEDs indicates port status; the other indicates port speed. For LED information, see the
hardware documentation for the switch you are viewing.

The background color of the port icon indicates the port status, as follows:
® Green (healthy)

® Yellow (marginal)

® Red (critical)

® Gray (unmonitored)

If the entire port icon is blue, the port is buffer-limited. (A port is operating in buffer-limited mode
when the number of buffers allocated to the port is less than the number of buffers needed by the
port to utilize the port at full bandwidth.)

If a group of port icons is gray (unavailable), those ports are not licensed.

Figure 27 shows port icons and associated LEDs from a Brocade 4100 switch. The layout is similar
for all switches, but varies according to switch type.

The background color of the
port icon indicates port status.

The blinking LEDs indicate port
status and port speed.

FIGURE27 Port and LED Status Color-Coded Information in the Port Icon in Switch View

Hover the cursor over the port icon to view the port number, port type, and port status, as shown in
Figure 28.

1 F-Part, Healthy

FIGURE28 Displaying Port Information
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Viewing switch information

Hover the cursor over the LEDs to view details about the port state and port speed, as shown in
Figure 29.

| Part 2, Status:Online l | Port 2, Speed: EGl

FIGURE29 Port State and Port Speed LEDs.

Switch Information tab

The Switch Information tab is the default information tab under Port Information, Switch
Information on the Switch View (Figure 30). Detailed switch information is displayed as a list of
properties, which may be viewed, copied, or exported by category.

Por information. Switch Information x
(| Fort Information | Swich information

LastUpdatedat  Wed Mov 19 2008 014220 GMT+0000
[=] Switch

Plame wit_steakil 55

Sabuk Heallhy

Firmmware Wi 2.0_man_bid3o

Daman D 1

VAN 10000005 102 2

Type 30 [ copy 100000051602 2024

Feale Frincipal Capy "VWANT Progesty

Stale Oriine Capy Swich Fraparies
Sl Copy Al Properties

Ethernet P 1032151 155

Etharnat Magk 2552552400 Expart A" Proparty

Gateway 10321441 Expart Switch Propertiss
=l FC Expart &ll Frop=rlies

FCIP L ILL, Total Switch Propertics: §

FC Mask 0oaa

Total Proparties: 14

T

Hest: 1032151155 | User: admin | Role admin

FIGURE30 Switch Information tab

Port information tab

Select the Port Information tab to view the port information (Figure 31). Detailed port information
is displayed as a categorized list of properties, which may be viewed, copied, or exported by
category.
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S 0 n = W R =D

= = iD 00
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FIGURE31 Port Information tab

Urmaritared
Urmanilared
Unmaritared
Urmardarad
Urmaritared
Urmardarad
Unmaritared
Urmardarad
Urmaritared
Urmardarad
Unmaritared
Urmardarad
Urmaritared
Urmardarad
Unmaritared
Urmardarad

Changing switch information

e
fes
e
Ve
e
Ve
e
Ve
e
Ve
e
Ve
e
Ve
e
Ve

The information page displays the following for each port:

Port number.

Port name.

State of the port.

Port type.

Status (health) of the port.

Indication of whether the port is licensed.

Changing switch information

|Licensea |

| B Copy ey

i5 Copy Row
& Copy Tabiz
EI Expart Row
£ Export Table

Salact A1
Size A Columns To Fr

BH Customize.

Total Row Count: 16

3

From the Switch Manager, you can relaunch the EZSwitchSetup Switch Configuration to perform
the following tasks:

Change the switch name.
Change the switch time.

Change the admin password.

Change the zoning configuration type.

This is the same wizard that was launched the first time you set up the switch.

1. Click Setup under Switch in the task panel.

The Switch Configuration launches.
Follow the instructions in the wizard.

You can optionally change the switch name, switch time, and admin password. When
prompted, you must select a zoning configuration.
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3 Add port license

Add port license

EZSwitchSetup Switch Manager allows you to enable Ports On Demand (POD) if you have a license
available. For the Brocade 7800, you can add the 7800 Upgrade License to activate ports 4-25.
This option is not available if all ports are already licensed.

1. Click Add Port License under Switch in the task panel.
A dialog box is displayed.

x|

Enter a POD hcense key (or other required licenze key) for this
swilch: elara27?

Switch WWHN | 10:00:00:05:1e:76:15:00
License Key

After adding this license, you must enable the affected ports
using the Advanced Management tool or CLI.

Add Licenzse Cancel

FIGURE32 Add Port License dialog box

2. Enter the license key to add the additional ports.
3. Click Add License.
The ports can now be enabled.
4. Enable the ports using one of the following methods:

® Reboot or power cycle the switch
When the switch is rebooted, the newly licensed ports come up as enabled.

® Use the Advanced Management tool

See “Accessing Web Tools for advanced management” on page 46 for information on
launching Web Tools.

® Use the command line interface

See the Fabric OS Administrator’s Guide for information on using the command line
interface.
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Managing devices

Managing devices

The Devices page displays the following information:

3

& wt_stealth155 - Switch Manager = i (=] 1]
Tasks
Swich - : n
i ) [ ) [ __ Cannected To_
View Device Type [Device fias  |Vendor Device Name |Device Port WA Switch |Ports
Sotup | HEA .Erml:r_P-:n"J Emuex Carparation 10000500 cS da: 588 "M_s'cukm 553

®* Whether the device is an HBA, an HBA plus storage, or a storage only device.
® Device alias name, if one exists.

® Vendor name.

® Device name.

*  WWN of the device port.

® Switch and port to which the device is connected.

Click View under Devices in the task panel to display a table of information for all of the
connected devices (Figure 33).

The entries in the table are based on the device WWNSs, so a single physical device can have

more than one entry in the table. The device information can be viewed, copied, or exported.

CeB7-04: 2828 wi_steakhiS5 &
G5BERIh wi_steakh 55 &
0425 5d wi_steaktn 55 4

{Storape Hiachi_Portd_a Htachi, Lid
| : [Storage Bk _PortS_A  IBM
| i Storape Hitachi_Porid_B Htachi, Lid

[2B] HITACH DHI2DJ-18FC  ADAS" 220
[23]%EmM  DDVYF-TORTOR  FSON"
[28] HITACH DHEZIN-18FC ABAS" 220

Enable inattive Pors

Davices
: | i Etmrage BM_Ports B IBM 23" DDVYF-TOXMTOR  FEON" 1:81 wi_sleakhlS5 §
View | i Siurage Hitachi_Portd_C Htachi, Lig, [28] HITACH DEI2DJ-18FC  AGAS" 22 04:20:32 wi_steakh155 4
Display Connections I H34 Eralex_Portd  Emudex Carporatian WEBTOOLS203 Ccttdafeal wi_steakh S5 3
| iSxorape Hitachi_Portd_[ Htachi, Lig. [28] HITACH DEI2IW-18FC ADAS" 22-00:00:0057-00:28:01 wi_steakh155 4
Maodity Alias
Zoning o
- ; B Copy Takla
View i B Expart Tanle
Edit i Scarch
Validate i Salact Al
Restore Default Typical Zoning Siza A Columns Ta Fi
Migcalanaols ! B Custorizz..
Refresh Total Row Count: §

Advanced Management
Log Out

Hast 1032151155 | User, admin | Role: admin

FIGURE33 Devices view

The table can be sorted by device type, port number, or vendor. You can refine sorting by using
the Ctrl key while selecting column headers. For example, if hold down the Ctrl key and select

Device Type and Port# shows port numbers associated with device types (Figure 34).

= [ [ 7 ’ |_C°!M_
!Dmln:e AEDewte Alas Wendar |Davice Hams Device Pari VAR |Switch e
|HE Emuiex_Pert3  Ermmlex Corporsficn T 10:0000 00:c3 48 5868 wi_stesth155 3
|HE& Emuléx_PortE  Emulex Corperation WEBTOOLSIO3 1000000 chdafaal wi stesthlSs B
iSIarage Hiachi_Port#_A Hiachi, Lid [38] HTACHI DINIZOMTEFC ASAS" 2200000 00.87.04 29 a2 wi_steath1 55 4
|Starage Hiachi_Portd B HRachi, Lid [28] "HTACHI DI320LIEFC A9ACY 20000008704 2554 wi_steath155 4
|Storage Hiachi_Portd_C Hitachi Lid [28] "HTACHI DICIZOMEFC 2345 220000 00:A704 2052 wi_steath1 55 4
;Siorage Hiachi_Portd D HiRachi Lid [28] "HTACHI DIKIZDLAEFC  ASAS 2RODOO0D:ET.00 28 dH wi_steathi S5 4
;Smrage IBLA_Partéi_s (=2 [28] 1BM  DOYF-TORITOR FEON  SE0S0T 6505548820 wi_steath1 55 &
|Starage 1Bl _Paris_B By [28] "B COWF-TCHTOR FSON  SEOSOT-65:058451:61 wi_steaith155 &

FIGURE34 Device table sorting example
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3 Managing devices

2. Select arow in the table to display additional information about the device.

3. Click View Details located at the top of the page. Figure 35 shows a Device Details example.

View Details
! | | [ ComectedTo | |
!l.'.lew.:c. . lDwou Alas ;\I’nnuur EDs'm:su MName Drevice Port WA |*5-.-.-11m e
=) I'_-:muex_F-:fr.S Erealox liu:mcraum 1000 00 0ok 4a 5566 %{ﬂ'aamtslé N
EHBA Emubex_Portd  Erwlex Comporation WEBTOOLS303 10000000 chdafeal wt_stealii55 8
Starage Htachi_Part4_A Hiachi, Ltd [28] "HTACH DEIZ0-EFC 2200000:0697 04 20 a0 wt_stealhi 55 4
Starage Htachi_Port4_B Hiachi, Ltd [28] "HTACH DKIZ0U-1EBFC 2200 00:00:97:04:25:5d wi_stealni 55 4
Storage Htachi_Port4_C Hitachi, Lid [23] "HTACH DEIZ0UEFC 20000008 042032 wit_stealni 55 4
Storage Htachi_Port4_D Hiachi, Ltd. [28] "HTACH DKIZDJEFC 2200000387 00 23:d1 wi_steakni 55 4
|Starage IEM_FortGi_A BH [258] 7BM COYF-TOMTOR SO 076053453 20 wi_steathl3s 6
‘Etorage IEM_Forts B BM [28]18M DOYF-TOMTOR SO0S07-65:05 846061 wt_steathi55 &
FoovccDetais g
| Wendar
Fart Wil SI050Te50554 5051
Part Typa KL
Davica Typsa Physical Storage
Transpart Tyge FCp
Hoda VAN SI050T-65:0504 50251
Davica Hame [2B]"EM DOAWF-TOR1TIR FEON

Clase of Sarvics
Fabric: Por Wit

3
2006000051202 2 24

= Connected To
Switch wi_sieakhlss
Darnain D 1
Part I 01 08ef
SgtPar &
Made WA

Usar: admin | Fole: admin |

FIGURE35 Detailed Device information

Device connections

EZSwitchSetup Switch Manager displays a graphical representation of the switch and the devices
that are connected to each port.

Click Display Connections under Devices in the task panel.

A graphical representation of the switch and connections displays, as shown in Figure 36. This is a
real-time display; the connections are updated automatically as you connect and disconnect HBAs
and storage.

If Typical Zoning is set on the switch, Switch Manager validates the connections and displays
whether the connections are valid or invalid. Switch Manager also shows what currently
unoccupied ports are available for host and storage connections.
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FIGURE36 Display Connections screen

Assigning and renaming device aliases

Every device has a device name and an alias hame. Alias names make it easier to reference the

devices. Alias names are displayed in the zone access map on the Zoning page. You can assign or

rename the alias names using the following procedure.

1. Select Modify Alias under Devices in the task panel.

The Define Device Aliases wizard is displayed (Figure 37). The first time the Define Device

Aliases wizard is started, the New Alias column is pre-populated with default aliases. You can

click OK to accept the default aliases, or click Cancel if you do not want to assign aliases. Note
that if an alias is not assigned, the devices are identified only by WWN. A good alias name

makes it much easier to identify devices.

If you want to edit the alias, go on to step 2.
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Managing devices

. Devices - Name Alias =]

Define Device Aliases

The following devices are onling, but unless aliases are defined for them they will be represented in the Zone
Access Map for Devices by Device Port VWWWN. This editor allows you to provide more convenient identifying
names for your devices.

If the Current Alias field iz blank, a system-prop akas is disp in the New Alias field, which you may
modify by double-clicking the field to edit its value. For a device that aiready has an alias, you may modify it by
double-clicking the New Alias field and typing a new value. YWhen you click OK, a non-blank New Alias value wil
become the Current Alias.

Port¥ |Device Port Wil |Device Type [ current Alias New Alias

2 22:00:00:20:37.15:a1:c9 Storage PORT_2 49

2 22:00:00:04:cf.bd:61.6d Siorage dvc2_PORT_2 ot

3 10:00:00:05:1€:59:15:d0 HBEA W2K3_150_063 .8

2 22:00:00:04:cfbd:T1:13 Storage dvc3_PORT_2 9

2 22:00:00:04:cf.bd:Bc:1e Storage dvec4_PORT_2 e
| »

0K Cancel |

FIGURE37 Define Device Aliases wizard

2. Double-click a field in the New Alias column to edit that alias.

3. Click OK when you are done.

A “Zone commit succeeded” message is displayed. This message confirms that the device
alias changes have been saved to the zoning database. The wizard also prompts you to delete
the aliases of any offline devices. Follow the instructions in the wizard.

The next time you select Modify Alias, the Current Alias column is populated with the New Alias
names (Figure 38).

evices - Name Alias =]

Define Device Aliases

The following devices are online, but unless akiases are defined for them they will be represented in the Zone
Access Map for Devices by Device Port WWWN. This editor allows you to provide more convenient identifying
names for your devices.

If the Current Alias field is blank, a system-prop akas is displayed in the New Alias field, which you may
modify by double-clicking the field to edit its value. For a device that already has an alias, you may modify it by
double-clicking the New Alias field and typing a new value. When you click OK, a non-blank New Alias value wil

become the Current Alias.

Port# |Device Port WWN |Dewoe Type |Current Alas New Alias  Vendor

2 22:00:00:20:37:15:a1:c8  Storage PORT_2 , Seagate Technology

2 22:00:00:04:cf.bd:6f.6d  Storage dvc2_PORT_2 , Seagate Technology

3 10:00:00:05:1e:58:f5:d0  HBA W2K3_150_063 ,Brocade Communications Sy...
2 22:00:00:04:cf.bd:7T1:13  Storage dvc3_PORT_2 , Seagate Technology

2 22:00:00:04:cf.bd:6c:1e  Storage dvc4_PORT_2 . Seagate Technology

0K Cancel |

FIGURE38 Device aliases moved under Current Aliases
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After you have defined the device aliases, the aliases are displayed under Device Alias when you
select View under Devices (as in Figure 33). The device aliases are also displayed in the Zone
Access Map for Devices when you select View under Zoning (Figure 39).
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3 Zoning management

Zoning management

Zoning enables you to partition your fabric into logical groups of devices that can access each
other. For example, you can partition your fabric into two zones, winzone and unixzone, so that your
Windows servers and storage do not interact with your UNIX servers and storage.

Zones can be configured dynamically. They can vary in size, depending on the number of
fabric-connected devices, and devices can belong to more than one zone. Because zone members
can access only other members of the same zone, a device not included in a zone is not available
to members of that zone.

Zone members may be specified by fabric location (domain, port index) only, or by device name
(node name or port WWN). Zones whose members are specified by fabric location are port-based,
and zones whose members are directly specified by device WWN are device-based. In port-based
zoning, all devices that are connected to ports that are in the same zone can communicate with
each other, and a device can join a zone simply by being connected to a member port. In
device-based zoning, devices are explicitly specified as members of the same zone. These devices
can communicate with each other regardless of where they are located in the fabric.

EZSwitchSetup creates zones for you automatically, based on your configuration choices in Setup.

* [f you chose Typical Zoning, a port-based zoning scheme was created. This zoning scheme
creates a two member zone for every possible pairing of H and S ports connected on the
Configure Ports and Connect Devices screen. This ensures that any host device connected to
an H port is able to communicate with any storage device connected to an S port. This remains
true even if you move a device, assuming you connect the device to the correct type of port (H
orS).

* |f you chose Custom Zoning, you created a device accessibility matrix during setup. The device
accessibility matrix creates a device-based zoning scheme. By default, every connected host
device can communicate with every connected storage device, as in typical zoning. You can
use the device accessibility matrix to selectively disallow communications between certain
devices, creating a device partitioning scheme that is enforced by zoning. Because custom
zoning is device-based, you may freely move your devices to different ports without affecting
accessibility relationships. If you add or permanently remove devices, you should reconfigure
the accessibility matrix.

* [f you chose Advanced Zoning, you were given direct access to the zoning database through
Web Tools, and you created a zoning scheme of your own. EZManager can validate and display
accessibility relationships based on your scheme, and it can replace your scheme with Typical
Zoning or Custom Zoning. If you want to edit your scheme, you must return to Setup and chose
Advanced Management to start Web Tools. For specific information about using Web Tools for
zoning, see the Web Tools Administrator’s Guide.
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Viewing the zone access map

Click View under Zoning in the task panel to view the Zone Access Map for Devices (Figure 40). If
you have no devices or if you have only one device, the zoning map does not display.

The HBA and storage device names displayed in the matrix are the alias names of the devices (see
“Assigning and renaming device aliases” on page 39 for additional information). If no aliases are
assigned, devices are identified by WWN. When aliases are assigned, you can see the WWN in a
tool tip by hovering the mouse cursor over the alias.

& WT_Tomahawk - Switch Manager o
Tatks fone Access Map for Devices 3

Swich

Wiew

Setup

Enabile Inactive Ports

Devices . .

Wiew . -

Deeplay Comnuctions . -
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Edit
Walidato

Restore Defsult Typical Zoning

Miscalaneous

Refrosh
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Lag Out
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" e 0 80
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Host 103552153 | User. adnin | Roke admin

FIGURE40 Zone Access Map

Some HBAs and storage devices can be configured with dual initiator and target capability. Such
devices are displayed as storage devices in the matrix. If all of the attached devices are
dual-capable, the Switch Manager thinks there are no hosts and does not display the matrix or
allow zone configuration. In this case, you must either reconfigure some of the devices to be
host-only to continue using the EZSwitchSetup Switch Manager or use Web Tools as your switch
management tool.

Editing the zoning configuration

You can customize which HBAs can access which storage devices by clicking Edit in the Zoning
task panel. This starts a wizard that creates a new Custom Zoning scheme based on your device
accessibility choices.

If you make any zoning changes to the default Typical Zoning configuration, you will be creating a
Custom Zoning configuration to replace it. You can later restore the Typical Zoning configuration by
clicking Restore Default Typical Zoning in the task panel.

NOTE
If all devices are dual-configured, you cannot proceed. Ensure that at least one initiator device is not
dual-configured to proceed with this Zoning wizard.

1. Click Edit under Zoning in the task panel.

A wizard launches, briefly displaying the Zone Access Map for Devices.
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A Review Device Connections screen displays device connections, over the Zone Access Map
for Devices. Check to be sure all connected devices are present and recognized by the switch.

Click Next.

The Define Device Aliases screen is displayed.

Add or modify aliases in the New Alias column.

Click Next.

The Edit HBA/Storage Accessibility Matrix is displayed.

If no devices are connected to the switch, or if only storage devices or only HBAs are
connected, then the Switch Manager displays a message and the Edit HBA/Storage
Accessibility Matrix does not launch.

Edit HBA/Storage Accessibility Matrix

Click the boxes in the grid to show what storage devices each HBA should have access to.
Click Next to continue, or Previous to modify device alases.

Check All Uncheck All

Cancel | 4 Previous Next b

FIGURE41 Edit HBA/Storage Accessibility matrix

Clear the check boxes selectively until you have defined the access groups and accessibility
relationships you want in your zoning scheme.

When you are done making changes, click Next and the zoning Summary and Confirmation
screen is displayed (Figure 42). Use the Print button if you would like a printed record of the
zoning scheme.

Click Finish to create the zoning scheme. Click Cancel if you do not want to create this zoning
scheme, and prefer to leave a previous scheme in place.

If you click Finish, allow time for the new scheme to be created. The Zone Access Map is
updated with any new aliases, and a Zone commit succeeded confirmation dialog box is
displayed.
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Zoning management

8. Dismiss the confirmation dialog box. The Zone Access Map is updated to show the new
accessibility relationships.

4t Zoning - Edit E

Summary and Confirmation

The following Toning setting, which reflects the HBAstorage accessibiity matri: thal you have defined, will be saved and enabled when
you chick Finish, Any previous Zoning setting will be overwritten.

¢fg: ofg zone PORT_18_PORT_8, zone PORT_18_dvcl PORT_8; zone PORT_18_dwc3 _PORT_8; =
zone_PORT_18_PORT_10, zone PORT_18_dved_PORT_8, zone PORT_18_dvcS_PORT_S; 1
zone_PORT_18_dve2 PORT_I0; zone_PORT_13_dve3 PORT_10; zone_PORT_I&_dved_PORT_10;
zone_PORT_I8_dvcd_PORT_S; zone PORT_18_PORT_19; zone_PORT_I8_PORT_17,
zone_PORT_18_dve7_PORT_8, zone PORT_18_dveS_PORT_I0; zone_PORT_18_dve6_PORT_10;
zone PORT_18_dvc?_PORT_10; zone PORT_18_dvec8 PORT_10; zone PORT_18_dwc?® PORT_I0;
zane_PORT_18_dvc8_PORT_8; zone PORT_I8_dvcy_PORT_8; zone PORT_18_dvcl0_PORT_10;
zone_PORT_18_dvel0_PORT_8; zone_PORT_18_dvcl]_PORT_I0; zone PORT_18_dvcl]l_PORT_S;
zone PORT_18_dvcl2 PORT_8; zone PORT_18_dwcl3 PORT_%, zone PORT_18 dvcl2 PORT_10;
zone_PORT_18_dvcl3_PORT_I0, zone_PORT_18_dvcld4_PORT_I0, zone_PORT_18_dvclS_PORT_I10,
zone_PORT_18_dvel4_PORT_8; zone_PORT_13_dvcl5_PORT_S; zone PORT_19_PORT_E;

zone PORT_19_dwvcd PORT_8; zone PORT_19_dvc3 PORT_&, zone PORT_19 PORT_10;

zone_ PORT_19_dved_PORT_8, zone PORT_19_dvcS_PORT_8; zone PORT_19_dvc2 PORT_L0;
zone_PORT_19_dve3_PORT_10; zone_PORT_19_dved_PORT_10; zone_PORT_19_dve6_PORT_S;
zone_ PORT_19_PORT_19, zone_PORT_19_PORT_17, zone PORT_19_dvc7_PORT_8;
zone_PORT_19_dveS_PORT_10; zone_PORT_19_dvc6_PORT_10; zone_PORT_19_dvc7_PORT_IO,

|4

Cancel 1 Previous Finish

FIGURE42 Zoning summary information

Validating zoning configuration

You can validate the current zoning configuration against the following rules:

®* Every HBA has access to at least one storage device.
®* Every storage device is accessible by at least one HBA.
®* No offline devices exist in the zoning configuration.

If offline devices are in the current zoning setup, you are prompted you to delete those devices
from the zoning database.

1. Click Validate under Zoning in the task panel.
The Validate Zoning wizard launches.
2. Follow the instructions in the wizard.

3. Note any devices that are not zoned properly and, after exiting the wizard, and click Edit to
update the zone configuration.

Restoring Typical Zoning

If you have modified your zoning configuration and want to reset the configuration back to the
default Typical zoning configuration, use the following procedure.

1. Click Restore Default Typical Zoning under Zoning in the task panel.

2. Click Yes in the confirmation window.

3

When this task is complete, the matrix in the Zoning page is automatically updated to reflect

the changes.
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3 Accessing Web Tools for advanced management

Accessing Web Tools for advanced management

From the Switch Manager, you can launch Web Tools, which provides more extensive switch
management functions for more experienced users. See the Web Tools Administrator’s Guide for
information on the Web Tools interface.

To launch Web Tools, ensure that you have completed all Switch Manager tasks and then click
Advanced Management in the Miscellaneous category of the task panel. The Switch Manager
session will be closed. Any editing in Switch Manager that has not been applied is lost.

After entering Web Tools, you must re-log in to manage the switch.

You cannot return to EZSwitchSetup Switch Manager unless you close and reopen your browser
window and relaunch EZSwitchSetup.

Making EZSwitchSetup your default switch manager

If you want to be sure that the EZSwitchSetup Manager is launched as the default switch
management program from your web browser instead of Web Tools, do the following.

1. Log in to the switch.

2. Use the configure command to check Web Tools attributes by typing yes or y to display Web
Tools attributes, as in the following example.

switch:admin> configure

Not all options will be available on an enabled switch.
To disable the switch, use the "switchDisable" command.

Configure...
System services (yes, y, no, n): [no]
ssl attributes (yes, y, no, n): [no]
rpcd attributes (yes, y, no, n): [no]

webtools attributes (yes, y, no, n): [no] y

Web Tools attributes are displayed.

3. Type yes ory for the Basic User Enabled attribute to make the EZSwitchSetup Manager start by
default from your web browser rather than Web Tools, as in the following example.

Basic User Enabled (yes, y, no, n): [yes] y

If no or n is specified, Web Tools is launched. Note that no is the default value.
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Appendix

EZSwitchSetup Limitations A

General limitations

Table 3 lists general EZSwitchSetup limitations, which apply to all browsers and switch platforms.

TABLE3 EZSwitchSetup Switch Manager limitations

Problem Area Details

HTTP timeout Very often, you may see the following message when you try to get data from a switch or
to send a request to the switch:
Failed to get switch response. Please verify the status
of your last operation and try again if necessary.
This indicates that an HTTP request did not get a response. The request was sent to the
switch, but the connection was down, probably caused by a temporary loss of the Web
server on the switch. Due to the nature of an HTTP connection, Switch Manager will report
this error after a 90-second default timeout.
In this case, verify the status of your last request, using Telnet to check related status, or
click the Refresh button in the Switch Manager to retrieve related data. If your request did
not get through to the switch, resubmit it. Executing a refresh from Switch Manager
retrieves a copy of switch data at that moment; the data you entered can be lost if it had
not already been committed to the switch.

Loss of Connection Occasionally, you may see the following message when you try to retrieve data from the
switch or send a request to the switch:
Switch Status Checking
The switch is not currently accessible.
The dialog title may vary, because it indicates which module is having the problem.
This is caused by the loss of HTTP connection with the switch, due to a variety of possible
problems. Switch Manager automatically tries to regain the connection. While Switch
Manager is trying to regain the connection, check if your Ethernet connection is still
functioning. If the problem is not with the Ethernet connection, wait for Switch Manager to
recover the connection and display the following message:
You will have to resubmit your request after closing this message.
If the temporary switch connection loss is caused by switch hot code load, or other similar
operation, the Switch Explorer you are currently running can be downloaded from a
different firmware version than the new one. In this case the following message displays:
Switch connection is restored. The firmware version you are running is not in sync with the
version currently on switch. Close your browser and re-launch Webtools.
You must close Switch Manager and relaunch it to reopen the connection.

Switch Name Change If you change the switch name using EZSwitchSetup or SNMP and then open a Telnet
window to verify the name change, the CLI prompt (for example, switch:admin>) displays
the previous name. The Telnet prompt cannot pick up the new switch name until the
switch is rebooted.

Workaround: To display the correct switch name in the CLI prompt after a switch name
update using EZSwitchSetup or SNMP, fastboot the switch.
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Index

A

accessing Web Tools from EZSwitchSetup, 42
admin password, changing, 34
aliases, assigning to devices, 37

B

browsers
limitations, 43
refresh frequency, setting, 2
supported, 2

C

changing switch information, 34

CIDR block, 11

closing sessions, 29

COM port is busy. setup computer, 16
configuring Internet Explorer, 2
connecting Fibre Channel cables, 21
connections, displaying, 36
contacting technical support, xvii

D

defining device aliases, 37
device aliases, defining, 37
device connections, displaying, 36
device information, displaying, 35
displaying

device connections, 36

device information, 35

port information, 32, 33

switch information, 33

zoning configuration, 38
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E

enabling ports, 34

ending sessions, 29

EZSwitchSetup
about, 25
installing, 5
launching, 27

F

Fan Status, 30, 31, 34

Fan, Temperature, and Power Supply Legend,
31

Fibre Channel Association, xvi

Fibre Channel cables, connecting, 21

G

getting help, xvii

H

hard zones, 38
hardware, supported, 3
help, xvii

HTTPS protocol, 27

inactivity timeout, 29

installing
EZSwitchSetup, 5
SFPs, 20

IPv6 address, 10, 11
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Java Plug-ins, supported, 2 security banner, 28
session management, 29
sessions, ending, 29

L setting refresh frequency, 2
SFPs, installing, 20
languages supported, 4 soft zones, 38
launching EZSwitchSetup, 27 support, contacting technical, xvii
LEDs, 32 supported languages, 4
limitations, 43 supported switches, 3
localization support, 4 Switch discovery failure, 15
logging in, 28 switch does not power up, 16
logging out, 29 switch does not respond to commands, 16

switch information, displaying, 33
Switch Manager

M about, 25
launching, 27
monitoring the switch, 29 switch monitoring, 29

switch name, changing, 34
switch requirements, 3

0 switch setup wizard, launching, 34
switch status, 30
operating systems, supported, 2 switch time, changing, 34

switch’s serial adapter does not work., 16
switches supported, 3

P

passwords, changing, 34 T

platforms, supported, 2

port information, displaying, 32, 33 technical support, xvii

ports Temperature Status, 31
LEDs, 32 temperature status, 30, 34
status, 32 time, changing, 34

Ports On Demand, adding ports, 34 timeout, session, 29

Power Supply status, 32
power supply status, 30, 34

v

R validating zone configuration, 41
viewing

refresh frequency, setting, 2 device connections, 36

removing offline devices, 41 device information, 35

renaming device aliases, 37 port information, 33

requirements for EZSwitchSetup, 2 port status, 32

switch information, 29, 31

restoring default fixed zoning, 41 X
zoning, 38

role-based access control, 28
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zoning
about, 38
advanced zoning, 18, 40
changing configuration, 34
configuration, displaying, 38
configure zones, 18
connect devices, 20
custom zoning, 17, 39
editing, 40
hard zones, 38
restoring default typical zoning, 41
soft zones, 38
specify devices, 18
typical zoning, 17, 39
validating zone configuration, 41
zone access map, displaying, 38

EZSwitchSetup Administrator’s Guide
53-1001344-01



52

EZSwitchSetup Administrator’s Guide
53-1001344-01



	Contents
	About This Document
	In this chapter
	How this document is organized
	Supported Hardware and Software
	What’s new in this document
	Document conventions
	Text formatting
	Notes, Cautions, and Warnings
	Key terms

	Additional Information
	Brocade resources
	Other industry resources

	Getting technical help
	Document Feedback

	Introducing EZSwitchSetup
	In this chapter
	Overview of EZSwitchSetup
	EZSwitchSetup software and hardware requirements
	Configuring Internet Explorer

	Supported switches
	Language support for EZSwitchSetup

	Setting Up Your Switch
	In this chapter
	Installing and running the EZSwitchSetup wizard
	Launching the EZSwitchSetup wizard
	Connecting cables
	Discovering the switch
	Confirming IP addresses
	Switch discovery failure

	Configuring the switch
	Setting switch parameters
	Zoning selection options
	Configuring zones on the switch
	Specifying devices

	Connecting devices and completing the setup

	Managing Your Switch
	In this chapter
	Switch manager overview
	Task panel
	Switch View
	Content page
	Status bar

	Launching the EZSwitchSetup Switch Manager
	Logging in
	Switch Manager sessions
	Logging out

	Viewing switch information
	Viewing the status indicator legend
	Viewing fan, temperature, and power supply status
	Port status
	Switch Information tab
	Port information tab

	Changing switch information
	Add port license
	Managing devices
	Device connections
	Assigning and renaming device aliases

	Zoning management
	Viewing the zone access map
	Editing the zoning configuration
	Validating zoning configuration
	Restoring Typical Zoning

	Accessing Web Tools for advanced management
	Making EZSwitchSetup your default switch manager

	General limitations

	Index


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200066006f00720020007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c00690074006500740020007000e500200062006f007200640073006b0072006900760065007200200065006c006c00650072002000700072006f006f006600650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020007000610072006100200069006d0070007200650073007300f5006500730020006400650020007100750061006c0069006400610064006500200065006d00200069006d00700072006500730073006f0072006100730020006400650073006b0074006f00700020006500200064006900730070006f00730069007400690076006f0073002000640065002000700072006f00760061002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


